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Requirements: Packet Record Protocol
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Requirements: Packet Record Protocol
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Requirements: Communication Protocol
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The Process:
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Demonstration: 
SNMP based packet tracing
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2. IDS detects it and sends SNMP trap 

to manager with generating KEY.
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Demonstration: Screen shot
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